
Asher Silberman
Accomplished cybersecurity professional with expertise in penetration testing, risk assessment, 
and vulnerability management. Adept at developing visualizations and dashboards to 
communicate risks and effectiveness to stakeholders. Known for a proactive approach to 
identifying vulnerabilities and implementing robust security measures. Passionate about staying 
updated on technologies in the field and adapting methodologies to enhance the security posture 
and resilience of organizations.

2024@machinefolly.com North Hollywood, CA 91601
https://www.linkedin.com/in/ashersilberman/

Skills

Network Security | Threat Analysis | Incident Response | Vulnerability Scanning | Security Audits 
| Security Policies | Intrusion Detection | Risk Management | SIEM (Security Information and 
Event Management) | Firewalls and IDS/IPS | Scripting and Automation

WORK EXPERIENCE

Warner Bros. Discovery (Burbank, CA)

Senior Security Analyst: Penetration Testing April 2022 - June 2024

• Worked with business leaders and system owners to tactically assess risk of new and changing 
information systems to Warner Bros. Discovery Enterprise (CNN, DC, HGTV, Turner, Warner 
Bros, and others).

• Assessments included critical elements such as: architectural reviews, technical security 
testing, controls assessment.

Warner Bros. Entertainment (Burbank, CA)

Information and Content Security Engineer April 2019 - April 2022

• Documented, implemented and maintained a company-wide password auditing project. 
• Conducted Third-Party Security Risk Assessment.
• Developed visualizations and dashboards to inform stakeholders of their risks and 

effectiveness. 

EDUCATION

California State University, Northridge

Bachelor of Science (BS) in Computer Information Technology

• Co-founder of on-campus club "Layer 8" that educate on computer security

Licenses & certifications

GIAC Web Application Penetration Tester (GWAPT) August 2021 - 2025
• GWAPT certification holders have demonstrated knowledge of web application exploits and 

penetration testing methodology.

GIAC Enterprise Vulnerability Assessor (GEVA) January 2021 - 2025
• The GEVA-certified practitioner will be capable of handling threat management, 

comprehensively assessing vulnerabilities, and producing a vigorous defensive strategy from 
day one.

Finalist in the Warner Bros. Hackathon October 2019

mailto:2024@machinefolly.com
https://www.linkedin.com/in/ashersilberman/

